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NRCS determines meets the certifi-
cation criteria as set forth for the tech-
nical services to be provided. 

(b) Recommending organizations 
will, pursuant to an agreement entered 
into with NRCS: 

(1) Train, test, and evaluate can-
didates for competency in the area of 
technical service delivery; 

(2) Recommend to the NRCS official 
individuals who it determines meet the 
NRCS certification requirements of 
§ 652.21(a) for providing specific cat-
egories of technical services; 

(3) Inform the recommended individ-
uals that they must meet the require-
ments of this part, including entering 
into a Certification Agreement with 
NRCS, in order to provide technical 
services under this part; 

(4) Reassess individuals that request 
renewal of their certification pursuant 
to § 652.26 through the recommendation 
of the organization; and 

(5) Notify NRCS of any concerns or 
problems that may affect the organiza-
tion’s recommendation concerning the 
individual’s certification, recertifi-
cation, certification renewal, or tech-
nical service delivery. 

(c) Pursuant to an agreement with 
NRCS, a recommending organization 
may provide to the appropriate NRCS 
official a current list of individuals 
identified by the recommending orga-
nization as meeting NRCS criteria as 
set forth in § 652.21(a) for specific cat-
egories of technical service and rec-
ommend that the NRCS official certify 
these individuals as technical service 
providers in accordance with this part. 

(d) NRCS will make a determination 
within 60 days. If NRCS determines 
that all requirements for certification 
are met by the recommended indi-
vidual(s), NRCS will perform the ac-
tions described in paragraphs (c)(1) 
through (c)(3) of § 652.22. 

(e) NRCS may terminate an agree-
ment with a recommending organiza-
tion if concerns or problems with its 
accreditation program, its rec-
ommendations for certification, or 
other requirements under the agree-
ment arise.

§ 652.26 Certification renewal. 
(a) NRCS certifications are in effect 

for three years and automatically ex-

pire unless they are renewed for an ad-
ditional three years in accordance with 
this section. 

(b) A technical service provider may 
request renewal of an NRCS certifi-
cation by: 

(1) Submitting a complete certifi-
cation renewal application to NRCS or 
through a private sector entity, a pub-
lic agency, or a recommending organi-
zation to NRCS at least 60 days prior to 
expiration of the current certification; 

(2) Providing verification on the re-
newal form that the requirements of 
this part are met; and 

(3) Agreeing to abide by the terms 
and conditions of a Certification 
Agreement. 

(c) All certification renewals are in 
effect for three years and may be re-
newed for subsequent three-year peri-
ods in accordance with this section.

Subpart C—Decertification
§ 652.31 Policy. 

In order to protect the public inter-
est, it is the policy of NRCS to main-
tain certification of those technical 
service providers who act responsibly 
in the provision of technical service, 
including meeting NRCS standards and 
specifications when providing technical 
service to program participants. This 
section, which provides for the decerti-
fication of technical service providers, 
is an appropriate means to implement 
this policy.

§ 652.32 Causes for decertification. 
A State Conservationist, in whose 

State a technical service provider is 
certified to provide technical service, 
may decertify the technical service 
provider, in accordance with these pro-
visions, for the following reasons: 

(a) Failure to meet NRCS standards 
and specifications in the provision of 
technical services rendering to the ex-
tent that the practice is ineffective or 
environmentally harmful; 

(b) Violation of the terms of the Cer-
tification Agreement, including but 
not limited to, a demonstrated lack of 
understanding of, or an unwillingness 
or inability to implement, NRCS stand-
ards and specifications for a particular 
practice for which the technical service 
provider is certified, or the provision of 
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